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Subject Line: Staying Alert on ALL Types of Phishing 
Preview Text: Don't Get Hooked! Phishing Attacks Go Beyond Email 
Body: 
 
Hi [Name], 

Phishing attacks are a constant threat, but they're not limited to emails anymore! This 
Cybersecurity Awareness Month, educate yourself and your team on newer forms of 
phishing: vishing and smishing scams. 

 Vishing (voice phishing): Scammers call, pretending to be from a trusted source, to 
trick you into giving up personal information. 

 Smishing (SMS phishing): Deceptive text messages with malicious links or urgent 
requests for info. 

Here's how to fight back: 

 Be skeptical: Don't trust unexpected calls or texts, especially about personal info. 
 Verify everything: Don't click links. Contact the sender directly using a trusted 

number. 

Phishing comes in many forms. [Company Name] is committed to keeping you informed and 
secure. Remember, when in doubt—verify before you click. Speak to us to learn more about 
how [Company Name] and Ostra Cybersecurity can protect against all types of phishing 
scams. 
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