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Average downtime for 
a ransomware attack1

Beat the statistics:

Best-in-class TOOLS 
Proprietary TECHNOLOGY
Exceptional TALENT

Simplifying Cybersecurity

Percentage of cyber 
attacks that target SMBs2

Yes, it can happen to you. But thanks to Ostra, you can beat the statistics. 
Ostra simplifies cybersecurity while providing Fortune 100-level, proactive, 

layered data protection to businesses of all sizes.
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Companies with <100 
employees receive 350%
more social engineering 
attacks than larger companies.6

CLAIM: “I’m not a huge corporation; hackers don’t care about me.”

Only 14% of SMBs are 
prepared to defend 
themselves.5
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1Coveware Marketplace Report (Q2 2022). 
2 Q3 2022 Coveware report section: Average and Median Size of Companies Impacted by Ransomware (10/2022).
3 Corporate Compliance Insights blog (6/2020) and 2020 Incident Response & Data Breach Report by Crypsis. 
4 Q3 2022 Coveware report ($258,143). 
5 Embroker.com blog (Jan 2023)   
6Barracuda Networks report via PR Newswire (3/2022)
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https://www.corporatecomplianceinsights.com/ransomware-attacks-spike-organizations-agree-to-pay/#:%7E:text=The%20Average%20Ransomware%20Sum%20in%20U.S.%20Dollars%20In,payments%20hit%20%245%2C400%20on%20average%2C%20Crypsis%20report%20suggests.
https://cdn2.hubspot.net/hubfs/4266002/Threat%20Report%202020/Crypsis_2020%20Incident%20Response%20and%20Data%20Breach%20Report_FINAL.pdf?__hssc=231642944.1.1591356024574&__hstc=231642944.cb4f602bb733e1f4215a2b44beb23f5b.1591356024574.1591356024574.1591356024574.1&__hsfp=2431624410&hsCtaTracking=d406efd4-1042-4a75-b57c-69759fd49e7b%7C2edc6e90-fba2-41f1-aa35-d47c75cd1cfb
https://www.coveware.com/blog/2022/10/26/q3-2022-quarterly-report#payment:%7E:text=Average%20and%20Median%20Ransom%20Payment%20in%20Q3%202022
https://www.embroker.com/blog/cyber-attack-statistics/#:%7E:text=According%20to%20Accenture%E2%80%99s%20Cost%20of%20Cybercrime%20Study%2C%2043%25%20of%20cyber%20attacks%20are%20aimed%20at%20small%20businesses%2C%20but%20only%2014%25%20are%20prepared%20to%20defend%20themselves
https://www.prnewswire.com/news-releases/barracuda-research-uncovers-new-insights-into-the-ways-cybercriminals-are-targeting-businesses-with-spear-phishing-attacks-301503655.html#:%7E:text=Highlights%3A,messages%20from%2012%2C000%20compromised%20accounts.
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